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1 SAF IheEMEIA(OVERVIEW OF SAF)

S32K3 safety software 2 NXP E AR V48, ATHEBEALIMET S32K3 HH Y
SRR FIREIR T RN LTS ER, $S32K3 safety software # 2 S32K3xx Safety Manual FIZ
KRN SR ERNINELREER, HARBEFET SAF (safety software framework) / SPD
(safety peripheral driver) / SCST (core self-test code) / RTD (Real-Time Drivers) A&

The S32K3 safety software is an official software package provided by NXP, designed to help
customers meet functional safety requirements for automotive electronic control unit products
based on the S32K3 microcontroller. The S32K3 safety software fulfills most chip-level functional
safety requirements specified in the S32K3xx Safety Manual, which includes SAF (Safety
Application Framework), SPD (Safety Peripheral Driver), SCST (Core Self-Test Code), and RTD

(Real-Time Drivers).
S32 REMMHEREE MR EHRSLEFRM T ZMRM4ER, BAENT:

BIST: ke MieEIRMEL, B TBH/AK (LBIST) MREAR (MBIST) .

® eMCEM: TH Rz Hsf R EERR, HPEM T S32K3 it/ # FCCU I H)
k.

® Mode Selector: fRIEFELR, mSel SRBBRBEEHRTREDIT, FHIRESH
LERFRE MCUIETIRES.

® sBoot: REFHNEM, ARKELBIHEUTERENLEHEXNEESTFHRNE
BEEESERA.

® SquareCheck: TRIGEREER, T EXREMFA G TEFRFENMR .

® SW Recovery: BFREEER, MARAWRNE XBHENBITSRNINEEEA.

The S32 Safety Software Framework provides multiple software modules at both hardware

safety layer and service safety layer, as follows:

® BIST: Power-on self-test management module, including Logic Built-In Self-Test (LBIST) and
Memory Built-In Self-Test (MBIST).

® cMCEM: Extensible Microcontroller Error Management module, which integrates the FCCU
(Fault Collection and Control Unit) module driver functionality of S32K3 microcontroller.

® Mode Selector: Mode Selection Module. mSel performs a safety analysis based on the error
source information and decides the MCU operation state based on the analysis result.

® sBoot: Secure Boot module, responsible for verifying the correct configuration values of
safety-related registers after power-on initialization.

® SquareCheck: Secondary check module, used for fault injection testing of hardware

mechanisms.
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® SW Recovery: Software Recovery module, responsible for executing functional reset of the

microcontroller when critical faults are detected.

1.1 ERINEEREERHNBaREMIR(OVERVIEW OF STARTUP SEQUENCE
AFTER SAFETY LIBRARIES INTEGRATION)

___________________________________________________

(Ep—_— No Fault
Fautio ooy
SCST .
]
GLIETD N Global Recovery
I : Timer Expired
Trarsparent |
Recovery L teimemey | Fccu
CrtclFall o - MCU HW safe-stated

+ Error Out signaled

Degraded Operation

Mo Faultin
Degraded Cfg.

Degraded
App SW

Funcicraal Reset

]
——————————————————————————————————————————————————————————————————————— * Structural Core Self-Test (SCST) provided via separate installation packages
** Degraded mode available in software

SW Operation = HW Operation [Jl] S32K3 SAF Component - -—P SW Transition — HW Transition

1.1 BEREER

Figure 1.1 Block diagram of the startup process

1.1.1 POR
POR, Bl Power On Reset @tx BN KB R BIAMEE AL (Destructive Reset) Efrk#Y

F—F, MCUZEIZMBRERBSE), WRFFET HSETHRE, N MCU #EA HSE £ Boot BHER; 40
R HSE Thee <A N E## A Boot to Safety Bt X o

POR (Power On Reset) is a type of Destructive Reset in the microcontroller's reset categories.
During this stage, the MCU formally starts up. If HSE (Hardware Security Engine) functionality is
enabled, the MCU enters the HSE Boot phase; if HSE functionality is disabled, it directly enters
the Boot to Safety phase.

1.1.2 HSE BOOT

MCU # EHM KRBT HSE (AfEst) #HIT—RIERLEERNMBEE. IEBHEAMN
FRATARCSE T1E,

During power-up, the MCU performs a series of information security-related operations
through HSE (if enabled), including encryption/decryption, certificate verification, and key

parsing validation.
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1.1.3 BOOT TO SAFETY
FEIZHER T E % MCU 47 BIST B, FH@id mSel #2ERK IR A Bist BI04 R

B mSel =t = FAXRKIEFA sCheck E’\Jt%mﬁjﬂ]ﬁ% BEEIE RAM., FLASH & B2
B ECC &N . IEhEM. FCCURIE B . CRC B Z IR,

LEKRTER mSel RIBFENBARERKRELEH T MCU RSEATIHR, WEFSFHRT
& Normal #2341 Degraded &=,

In this phase, the MCU first performs BIST (Built-In Self-Test) and obtains the BIST results
through the mSel (Mode Selector) module.

Meanwhile, the mSel module is also used to invoke the power-on self-test functions of
sCheck (Square Check), which typically includes ECC fault detection for RAM, FLASH, and bus-
related components, clock self-test, FCCU channel self-test, and CRC self-test functionalities.

After the self-test completion, mSel determines whether to switch the MCU state mode
based on the overall self-test results, with Normal mode and Degraded mode available as shown

in the figure.

Normal Mode

ZRERA TSHITENNAESHE, EdHAFERER sBoot HERR N —EIMR L B i
IR%, HEAEBIESTEA sReco 1‘%5&1_ TheEMELN., HRNBENSEs OS (£H)
17 MCU MEHAMES, MXT SAF BT —ERENEHER, i SCST B,
sChech FEHtE M EE

In this mode, all application task functions are executed. Before entering this mode, the
sBoot (Secure Boot) module is used to verify peripheral configurations. If the verification fails,
the sReco (Software Recovery) module will be called to perform a functional reset. If the
verification passes, the OS (if present) will be started to execute MCU's periodic tasks. As for the
SAF package, it will perform specific periodic self-tests, such as SCST (Safety Core Self-Test) and
sCheck (Square Check) periodic detection.

Degraded Mode

AZBRATEMIT—ENENRBRE, ZTATEBAPRELEFTEHTES LT
R, FEHEXMEREXTRESZT, BEREMNEREDHEELTEACENLZEES.

In this mode, certain functionality trimming operations are performed, which are entirely
customized by users based on their actual requirements. Multiple degraded modes can be

configured to handle different safety tasks in various fault scenarios.

1.1.4 SHUTDOWN

sCheck RRERE R thiRITT o A& T B BRH#ATRNNINE, EERIREP~ENRED
PUBE TR EB#HTHRE. BRTEENERT BT mSel if%ii'&?%ﬁ%‘i& NVM &, DUBET
R AR 4
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The sCheck (Square Check) module is also designed with detection capabilities during

power-down phase. Faults detected during self-test can be recovered in the next power-up
cycle. After self-test completion, the results can be stored in NVM (Non-Volatile Memory)
through the mSel (Mode Selector) module, allowing the results to be retrieved during the next

power-up sequence.

2 SCST 4k (OVERVIEW OF SCST (STRUCTURAL CORE SELF-TEST))

SCST (Structural Core Self-Test) A FAZITI X &M MCU AZxFIRER (W0
Load/Store 7T, Forwarding iB3EE T, FRITERETSE) #HTEN, DL HE MCU AiZE
BHEEXAMEAZRE, R2WBERBEEITLULE 90%. HEMRERIFHFLK, WNARRBE

RALRRBERES, LEHRMMERNTE, BSICHAASANRNmM,. HTAFINES
2% A ASIL B,

The SCST (Structural Core Self-Test) component is used to detect various MCU core sub-
modules (such as Load/Store units, Forwarding logic units, Floating-point units, etc.) during
runtime to determine whether permanent core faults exist in the MCU core. Its diagnostic
coverage typically reaches 90%. The integration is compiler-independent, and the detection code
is written in assembly language. It can cover all required diagnostic test items without expensive

fault simulation tools. The achievable safety level is ASIL B.

_User Application SW { Doc

= -

1

1

1

1
I sW [ SCST Test Vectors — ASM Code ] : Diagnostic Coverage Estimaﬁonl
—

]

with>90%[?C Lo-—.

Excel sheet with detailed list of core sub-
modules with defined test patterns, achieved
fault coverage, and arguments is a part of
SCST delivery Safety Package.

[] scsTRelated - Tested

| SCST Related — Tested Indirectly *

| Not SCST Related or Safe logic

MCU

| ARM Cortex core || Dbg |
[ rru | nvic | wic |
| icache || D-cache |

HW

* No tests exist, only estimated.

2.1 SCST FEMRMER S
Figure 2.1 Overview of SCST library materials
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3 &N EFIES(INTEGRATION ISSUES GUIDANCE)

AEDPZIUSAFEREIBEFR—MERMEBATIAL, FHRET—T SAF KNS RIBHE
&Eid &o
This chapter demonstrates the SAF (Safety Application Framework) integration and

troubleshooting process through a common issue encountered during SAF integration.
3.1.1 TCM ¥ [&(TCM (TIGHTLY COUPLED MEMORY) FAULT)

1T SAF BERM N EERFBEIFE TCM HBXEE, fIMAESMTZ/RER LB, FCCU
RRIREL T TCM BESBAHEN, EMRBLEERETARE, BXMEAZNETHE
g ?

One of the most common issues encountered during SAF (Safety Application Framework)
integration is TCM (Tightly Coupled Memory) related faults. For instance, after integration, during
normal power-up, the FCCU (Fault Collection and Control Unit) module reports TCM faults
causing continuous resets, while the code appears normal. How should we troubleshoot this
situation?

BERRBEEENER, WTE:

First, let's look at the error information, as shown in the figure below:

52.1.1 FCCU NCF slots

Table 292. FCCU NCF slots

Slot number Source module (error type)

NCF[0] + Cortex-M7 LS and core lockup

NCF1] Interconnect
+ AllEDC bus gaskets
NCFS0 NCFS1 NC . * XBIC monitors and platform gaskets.

- NCF_S0 0x00000004 . . . ,.4038'4080 Non-critical Fault Status
id0 ido id * Flash Address Remapping'
.. NCFSO ido Ne ault 0:0 &1 Ne cal Fault Status n NCFZ] £0C arrors:
MNCFS1 id0. No uni ault 0:1 81 No cal Fault Status n .
.. NCFS2 id1 Unrece 02 s No cal Fault Status n < ToMs
. NCIS3 id0 Nouni ault T3 ST Non-critical Fault Status n
... NCFs4 ido No un ault 04 §:1 Non-critical Fault Status n - eDMA
v NCFS5 ido No un ault 5 s Non-critical Fault Status n + EDC after ECC
e NCFS6 ido No un ault 06 S Non-critical Fault Status n * QuadSPP
.. NCFS7 ido No un ault 07 &1 No
oy

n-critical Fault Status n « AES_ACCEL (include DMA TCD) errors *

3.1FCCUMEBREE
Figure 3.1 FCCU fault information

FCCU (Fault Collection and Control Unit) =& S32K3 s A I EREE TS, KB SHH
HEREEEHTNEXEREN ., XENERBE _RSFFRME 1, FENERHBELIN
ETEAE TCM HtR =4 T ifE, EFSH FM UAME, K TCM 847~ 4 7 FM ECC
R, MiEE S LIRET FCCU H.
The FCCU (Fault Collection and Control Unit) is the fault collection unit of the S32K3
microcontroller, where most chip fault information can be read. Here, we observe that channel
2 status register is set to 1, and subsequent debugging reveals that a fault occurred when

accessing the TCM (Tightly Coupled Memory) address. Referring to the chip manual, we can
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determine that the TCM component generated an ECC (Error Correction Code) fault, which was

then reported to the FCCU.

3.1.2 ECC # & (ECC (ERROR CORRECTION CODE) FAULT)
XELRBHENE—T ECCHIH . WTRERMMAPEIRL

1. %A, BEFEA MPU #TAFEEEH#TRP

2. WA, —MRifid ECC ki 1Ti2MT, ECC MIMLEI o] HER (S RE (4L o

ECC £ %R Error Checking and Correcting, BT —fiERICEMUE Bk . EHFHE
B, sNMEEEAFEN teRF (bit) ", HIEIRE A, L hEAERNRNEAL
Tl ‘1" 0" FZaEES. RETESH. ZEFNELELBHTIL. EBREESSENRN
75 CPU A THIER B MR EA L tEFRIE: (‘0" &A1 1" & H “0"), BB ECC BiX
— R TR 2 IE B ELFEEIR N 8E 2 LR -

Let's first briefly introduce the ECC mechanism. There are two failure modes for memory:

1. lllegal access, which is typically protected through memory management using MPU

(Memory Protection Unit)

2. Memory corruption, which is generally diagnosed through ECC, and the ECC

mechanism can be implemented in either software or hardware.

ECC (Error Checking and Correcting) is an error detection and correction algorithm. In
digital circuits, the smallest data unit is called a "bit", which is also the smallest unit in memory,
representing data through high and low level signals using "1" and "0". Wireless
electromagnetic interference in space and circuit noise can cause bit flips ("0" changing to "1",
"1" changing to "0") during data interaction between memory and CPU. Typical ECC algorithms
can generally achieve Single-Bit Error Correction and Double-Bit Error Detection (SECDED).

ECC FI#4 5 (Structure of ECC (Error Correction Code))
ECCHEER bit friE REFRERMILFEURE, SMAEIEFE 5 LA ECCA#TRIE,
BB FIEIN—fE, ECC RIBM—ARKAL, Flan, 32 fr#iRa) ECC RN EENL 7 L.
The number of required ECC bits is determined by the number of bits in the data segment.
8-bit data requires 5 ECC bits for verification, and for each doubling of data bits, only one
additional ECC check bit is needed. For example, 32-bit data requires 7 ECC check bits.
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ECC K557 F=(ECC (Error Correction Code) Verification Process)

ECC RILEHEBITSAB AN ERK— 7 (LAY ECC R, HEURAIT AHB S LL1EEL
RN, ECC BB HEATSEANMBNEEZRITEEREUENRESE, AEHRITERD
RIS EHEE .

The ECC encoding logic unit generates a 7-bit ECC check code during write operations.
When data is read through the AHB (Advanced High-performance Bus) bus, the ECC decoding
logic unit uses the same algorithm to calculate the check code for the read data, then compares
it with the original check code to verify if they match.

Single-bit error Syndrot
Multi-bit error Deco

Read data ECC bits
from array

Figure 53. Read-modify-write data path

3.2 S32K3 i F ECC #lHIRIGER 12
Figure 3.2 ECC Mechanism Verification Path of S32K3 Microcontroller

Transmitter

.
Receiver Data Pm_Ori A
T 1 Syndrome
ECC
Gen

3.3 H#H ECC KL HH
Figure 3.3 Conventional ECC Verification Mechanism

PR Afit & BB A9 JR A 23518 7 TCM s f ECC ifEmithit, SBFE =%,
Therefore, the fault was triggered by accessing a TCM (Tightly Coupled Memory) address
with an ECC (Error Correction Code) error, which resulted in the exception being generated.

3.1.3 TCM RTE#EHEL(TCM (TIGHTLY COUPLED MEMORY) INITIALIZATION)
KL SRAM, TCM AEFAEFEAREHRTHRL, BUSHFE ECCHE.
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Similar to SRAM, TCM (Tightly Coupled Memory) must also be initialized before use,

otherwise ECC (Error Correction Code) faults may occur.

9000’ 1FE@ | FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF
900@'2000 | FF FF FF FF FF FF FF FF 22 ¥ 23 23 23 23 27 22 23 3 37 27 23 22 32 2% 23 ¥3 ¥3 23 2% 2% ¥ 22
8808’ 2020 | >3 3 3?3 ¥? 2? 2} 22 2 FF FF FF FF FF FE FF FF 23 22 23 23 23 22 32 22 23 23 22 22 22 23 2 22
BB’ 2048 | 33 ¥ 33 2P 2P 2P PP 22 PR PR PP PP 2P 2P PP PP PP PR PP 2F 2D P} PR 2P 2P ¥R 22 22 22 2} PP 2
9000’ 2060 | 23 P 23 PP 2P 2P PP PR PP PP PP PP 2P PP 2P PP PP 3P ?F 2% 2P PP PP 2 FF FF FF FF FF FF FF FF
800@'2080 | 23 23 22 22 27 2? ?? 2 FF FF FF FF FF FF FF FF 23 22 27 27 22 22 32 27 23 23 22 22 27 27 #? 22
808’ 20AB | 23 3 23 PP 2P 2P PP PP PR PP PP PP 2P PP PP PP PP 3P 3P 23 PP PP PP 2P 2P ¥F P2 22 27 27 PP P2
8808’ 2008 | FF FF FF FF FF FF FF FF 22 23 23 23 23 23 22 22 22 22 ?» 2% ?? ?? ?? 2? FF FF FF FF FF FF FF FF
BBO@'20E@ | 23 3 33 3P 2P 2P 2P 32 22 PR PP PP 2P 2P 2P PP PP PP 3P 23 2P PP PP 2P 2P ¥ 23 22 22 2} 3P 22
900@'2100 | 23 PP 23 PP 2P 2P PP PR PR PP PP PP 2P PP PP PP PP 3P PP 23 PP PP PP PP 2P ¥ P2 22 2% 2} PP o2
800@'2120 | FF FF FF FF FF FF FF FF 22 22 27 27 22 27 27 22 23 22 27 27 22 27 32 27 2% 2% 22 22 27 27 #? 22
B00@'214@ | 23 3 23 P? 2P 2P PP PP PR PP PP PP 2P PP PP PP PP 3P 3P 23 PP PP PP 2P 2P ¥F 32 22 27 27 PP P2
8808’ 2168 | >3 3 ?? 3?3 2? 2} 22 2 FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF 2 23 22 22 22 23 27 22

3.4 ECC tpz X H I HL &
Figure 3.4 Debug View of ECC Fault Region

TEE‘E?—I&EPE’J z)]ﬁﬁfﬁ*[ﬂﬁ%zl o AL BB _INT_DTCM_START |

__INT_DTCM_END §9&B43#475 0 ##1E, M 312 EF I NMEANTESRENETRE PSR
XY ECC 5D, PR IUX /l\ﬁifazavtm TCM BN T,

Below is a screenshot of the startup code from the demonstration project. We can observe

that the startup code performs a zero-writing operation from _ INT_DTCM_START to

__INT_DTCM_END. As explained in section 3.1.2, the corresponding ECC check codes are

refreshed during the write operation, which constitutes the initialization process of TCM.

RamInit:

dr re, =_RAM_INIT
cmp 1o, ©

beq SRAM_LOOP_END
dr P1, =_INT_SRAM_START
it

subs  r2, rl

subs  r2, #1

ble SRAM_LOOP_END

movs  ro, 0
movs 3, 8
SRAM_LOOP:
stm r1t, {ro,r3}
subs r2, 8
bge SRAM_LOOP
SRAM_LOOP_END:

DTCH_Init:

dr re, =_DTCH_INIT
cnp 1o, 0

beq DTCH_LOOP_END

LDR P1, =CH7_DTCHCR

LDR ro, [r1]
LDR r2, =6x1
ORR 10, r2

STR ro, [r1]

subs r2, r1
subs r2, #1
ble DTCH_LOOP_END

movs e, ©
movs 3, ©
DTCH_LOOP:
stm r1!, {re,r3}
subs r2, #8&
bge DTCM LooP
DTCM_LOOP_END:

3.5 BERIRELEE
Figure 3.5 Screenshot of Startup Code

RERMNAEBLFEERERAR, SYRUSEEBSEED TCM X, BITERIX M
=,

Finally, we can eliminate this fault by adjusting the linker script to extend the initialization

range to cover the entire TCM (Tightly Coupled Memory) region.
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3.1.4 B 45(CONCLUSION)

£ SAF NEER £ B E NI R P E SIBE| KUAY ECC (5@, TJ8E=E SRAM. TCM. FLASH

FEEEMEBBY HERBRABEKE/NF, X RN TR, BTHERRZ KGR
HRESR BRI BAR,

During the integration of SAF (Safety Application Framework) safety package, similar ECC

(Error Correction Code) issues are frequently encountered, which may involve SRAM, TCM,

FLASH, or other components. The troubleshooting and resolution approaches are generally

similar. By following the analysis steps mentioned above, most issues can be effectively resolved.

4 HMERBRS(ZC INTEGRATION SERVICES)

FIMETXT B SH S32K3 E 5l MCU B9 S32K3 safety software o] 3R 48 7 A9 EE AR AR 55
£t S32K3 Safety software BERBE AR BRATHIRES XL BEE HEAES
=, RMNTMURBEBABNEFIEERHATEE REABESEFNELERINIES

We provide integration testing services for NXP S32K3 series MCU's S32K3 safety software.
Given that S32K3 Safety software requires dynamic configuration based on customer safety
requirements to fully cover their application needs, we can perform configurations according to

different project requirements, ultimately meeting the functional safety engineering needs of our

customers.
BRI, FABRS LW TR

Currently, our services support the following microcontrollers:

ch(Trace32 R.2022.02

No.l 532K3 safety softwars BEd 532K322 Graen Hills Compilsr 20211 | '2Wrerbach(iracesz i )
iSystem{ IC5700,5000)

Mo.2 537K3 safaty softwars B 532K324 532D Varsion: 2.4 lautarbach(Trace3dz R.2022.07)
iSystem(IC5700.5000)

ch(Trace22 R.2022.02

Mo.2 537K3 safsty softwars B 532K322 Graen Hills Compilsr 20711 | (Uterbach(Tracssc & !
iSystem(IC5700.5000)

Mo.4 532K3 safety software =Ee 532K342 Graen Hills Compiler 20211 | '2uterbach(Trace3z R.2022.02)
iSystem( ICS700.5000)

ch(Trace32 R.2022.02

No.5 522K2 safsty software BEa 532K344 Graen Hills Compilsr 20211 | '2uterbach(Tracsaz R )
iSystem{ 1CS700.5000]

xp 124 S32K3XX ThiE

ZE2BERNIRARSS
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5 $ARBIRS(TECHNICAL SERVICES)

5.1 IhEE/ 4B (Functional Description)

cmp StaticArchitecture )

Application

RTE

Test Manager

Safety Peripheral Drivers Safety Software Framework
(sPD) (sAF)

eMCEM
BIST Manager

SguareCheck SCST

Structural Core Self
(scsT)

5l

SW Recovery

Mode Selector

sCRCU

ZC Standard Software NXP Safety Pack 3rd Party Software

& 5.1 Safety Pack Zi {2249
Figure 5.1 Safety Pack Software Architecture Diagram

FMARRTT SAF&SCST ZE BEMAN&A LEEZEIN— Test Manager AT
BainEEAS N ERERNEATIE, EAFAEEERN AFERY Test Manager £ HH]
SJHATEA SAFRSCST & BIE, AKRES 7T EMME.

During the integration of SAF & SCST safety package, a Test Manager module is added at
the upper layer to call interface functions of each self-test module according to the startup
sequence. At the user level integration, the entire SAF & SCST safety package functionality can
be executed simply through the Test Manager interface, significantly improving integration

efficiency.

5.2 HIM Test Manager /48 (Introduction to ZC Test Manager Module)

Test Manager 2 HAIMEER Safety Pack ZISLFr TR AR INAB O EIE A E LR,
AT EHE Safety Pack FINARULEESRAENED ., BRNEEX T HNIMMARLEER
BETH, TNREREFENRNELE,

The Test Manager module is a core management and scheduling module added by ZC

when integrating Safety Pack into actual projects. It is used to manage the Safety Pack test
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process and handle interfaces with the application layer. Additionally, it is paired with ZC's MuNiu

configuration tool, which facilitates quick configuration of required detection modules.

W workspace - Classi
File Edit Navigat

signer - AR ERTEVS1.0
roject Model Form Editor Window Help

USIEY~Gl-erw Quich
[ 4280 Configuration Editors = O |[F s sasic Editor 1
[18m tee 1o fiter.. |
~ [iEmr et o fiter. ] i TstM b B TaiM PreR figSets 11 b ¥ Tst_PreRy figSet 0 b4 TstM PreR, 151 %
Models
v e Tsm * ‘
ve TE““T" 0 Funtiontist Index Name Tstiax ConfigSetid
StM_FunctionLis:
va TetM PreRunConfigSet 0.1 20 =] TstM_PreRunConfigSub... i Z] mp_iD_BIST ]
© B Tat pref cgr et 1 5] TstM_PreRunConfigSub... i 5] MD_ID_SCHECK 0
St Prefuntontly: re' = 22 = TstM_PreRunConfigSub. =] mp_i0_Emcem 0
v [ERREM It R Gonhe A b ot T 33 3 Tet_preRunconfigsun 3] woo_ssoor = 0
© TstM PreRunConfigubset 0 o4 2] TotM_ProRunConfigSub... I1 3] woo_oLE o
© TstM PreRunConfigsubSet 1

© TstM PreRunConfigubSet 2

1 gSubSet 4
v (3 TstM_RuntimeConfigSet [0.]
v 8 TstM_RuntimeConfigSet 0

v (2 TstM_RuntimeConfigSubSet [0.7]

B TstM RuntimeConfigSubSet 0
B TstM RuntimeConfigSubSet 1
~ (3 TstM_PostRunConfigSet [0.]

eto
figSubSet [0.4]
ConfigSubSet 0

[ 4 Basic Editor

[ Properties 57 ot ~v=no TOSAR Validation asks [# Problems & Console % Navigator 57 Q| ES

TstM_PreRunConfigSubSet [EcucParamConfContainerDef]

FREAE N ConfigSet

—
f5i Description 1. 1" hold multiple Configsets

FEX Definition
R Status

52 R4 EEETATE

Figure 5.2 MuNiu Configuration Tool Interface
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