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LIBRARY SAFLIB PRODUCT INTRODUCTION
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ZC - YunTu MuNiu Functional Safety Library

1 #ER OVERVIEW

YTM32B1H #1 YTM32B1M Z 52 E F ARM Cortex-M ZEM A THRE L & IR FI R R F S A
ROk ASIL D R, EEZSXBRELSNETHNAHE, EEITEASREN BELK,
ARSI HEOLTT .

The YTM32B1H and YTM32B1M series are functional safety microcontroller families based
on the ARM Cortex-M architecture, certified to ASIL D safety integrity level. Designed for harsh
electrical environments and cost-sensitive applications, they provide low-pin-count

configurations and extensive memory/peripheral resources.

XA RIE R EREFENFME. INEERHREE, HBANMESSIHEE, Ejljﬁ-F
EANRERRIISFERS MCU B#HITEMRBE ROMNRESFETFESEEMMNSE.
MEy RME, ILTFRXARENE SR TaElEBSR RS, Hikﬂé%ﬁi}ﬁﬁﬁ'—#&ﬁﬁ,
ANERF= I E T HIHTE

Both series feature unified peripheral interfaces and pin layouts, enabling seamless
portability across intra-/inter-series MCUSs. This scalability allows developers to standardize chip
selection for end-product platforms, maximizing software-hardware reuse and accelerating

time-to-market.

HMM-=31& Saflib 2 EBHMMRIEERASSIAZEESUERATIHETXHN—IN
e EE, %P8 AUTOSAR CDD (£ ZLIRkz)) EHEMISEHTHE, &4 AUTOSAR CP v4.4
PREER, ZFEBIME (Startup) FETTAS (Run-Time) MK,
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ZC-YunTu SaflLib is a functional safety software library jointly developed by Shanghai

ZhiCong Technology Co., Ltd. and Jiangsu YunTu Semiconductor Co., Ltd. It is developed in
accordance with the AUTOSAR CDD (Complex Driver) module specification and complies with
the AUTOSAR CP v4.4 standard requirements. It supports startup phase (Startup) and runtime
(Run-Time) testing.

Saflib TNt eHhHE, HEARBIREIHLEVHERNES~ BRI, RET W
SRAM ECC B#&. FLASH ECC B#. B . WHE. DMA B, ARENHERLEFS

SRR, SKI DR RRR A ST RE R R A AN TS, (EABGLR SN TE T RES
Hrﬁrzxmo

SafLib is a functional safety software library that implements safety mechanisms through
software to detect hardware product failures. It provides multiple detection modules, such as
SRAM ECC self-check, FLASH ECC self-check, kernel self-check, clock self-check, DMA self-check,
and internal watchdog self-check, to monitor and prevent hardware failures at a low cost. It is

widely adopted by chip manufacturers as a supplementary solution to hardware safety measures.
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2 R AWuiE APPLICATION FIELD

SafLib Bf & TR RE L& FRF RO H =R, Flan
The SafLib can be applied to controllers that require functional safety levels.

For example:

> Bt
Motor Controller
> HMEBEIERZ(BMS)
Battery Management System

> RERZNHA
Chassis System Applications

> BSIREFRFIESC)
Electronic Stability Control
> HE)B /1% E)(EPS)
Electric Power Steering
> RESEMNERHBENNH
Chassis Domain Line Control System Applications
> BN
Radar Applications

‘I Saflib £ EIETF YTM32BIM/H By H|28 T34 %] 1ISO26262 ASIL B — ASIL D i
FREK,

By integrating the Safety Library into the control based on YTM32B1M/H, it is possible to
meet the ISO 26262 ASIL-B (up to ASIL-D) level requirements.
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3 T E%% 3 TOOLCHAIN SUPPORT

Type

Configuration Tool

IDE/Compilers

IDE/Compilers

Compilers

Debugger

Tool
(1) YCT(Yuntu Config Tool)
@ M A RETL

IAR IDE

VSCode IDE with Ninja,
CMake and GCC/IAR/Keil
as compiler

GCC for ARM

SEGGER J-INK driver and
HW

SEGGER Ozone

Version

(1) v2.7.0 or higher version ($%#hR)

v9.50 or higher version

v1.80 or higher version

v10.3 or higher version

(Driver) v7.86 or higher(HW) v9.2 or higher

v3.28 or higher version

MBS 5 HE M
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Description

The GUI tool for YUNTU SafLib module
configuration, code and application project
genation with configuration real-time validation.

For versions older than v9.50, YTM32 MCU device
support patches are required.

The required Ninja and CMake can be installed
when first-time to install YCT online with internet
available.

YTM32 MCU devices support patch required for J-
Link.

The Ozone debug project can be created with the
CMake target.

e BREEn EEMER A
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4 KT PUBLICATION METHOD

Saflib IR MRARMZ A, 7350 % TR ERAR .
® %%k QM fRA

NEER. #6 TEM OM X484 (User Manual, QSG #1 Release Note) , XiFp&EF
R

® U# ASIL-B/ASIL-D RRA

£ QM EAti F, #i¥ Safety Package. B#E Safety Manual. SW DFA. = @iEH. 5MEREE
=ATHERE . FATE (BMBRSMESZER) . FREETESINEXE.

SafLib offers two versions: a free version and a paid version.
® Free QM version

Includes only code, sample projects, and QM documentation (User Manual, QSG, and

Release Note), with free upgrades available.
® Paid ASIL-B/ASIL-D Version

Based on the QM version, it adds a Safety Package. This includes the Safety Manual, SW DFA,
product certificates, external third-party assessment reports, technical support (basic services

and system integration), and product-level functional safety certification support.
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5 FA&E= DEVELOPMENT BACKGROUND

BRI, RELMBFESENEREESR, WREEFHNTEHERBMXES, HTH
BEARFHNZEME R, REVMERSHREZIEN. REMERE, AREEBINZ
BEL T AIFRA 15026262, H M, 1SO 26262-5(2018) Clause 8 F N7 2 NEE: Single-point
fault metric(8 = # & E8)F0 Latent-fault metricCE A EEE). RIBEARE M ASIL FRHEK,
B EEEMERNEEEFTELIHENNER.

Currently, the electronic and electrical architecture of automobiles is becoming increasingly
complex, and the safety requirements for automotive electronics are also rising. To meet the
safety requirements of automobiles, functional safety is gaining more attention. When it comes
to functional safety, the first thing that comes to mind is the functional safety standard ISO 26262.
In particular, ISO 26262-5(2018) Clause 8 introduces two metrics: Single-point fault metric
(single-point fault metric) and Latent-fault metric (latent fault metric). Depending on the
required ASIL level, the single-point fault metric and latent fault metric must meet the

corresponding levels.

HFRIEHIEEMCU, UTEFRMCU), EBEFHSRGH, 1E4 SEooC(safety element out
of context)#fTIRIT .. MCU A THEULIRFH 2 MNEEER, BESLWHNNZEH
&, MLEYHE T ORI BB LR P, MCU (Y Saflib BiE SRR M4 ENELE
ML

For microcontrollers (MCU, referred to as MCU below), within the electronic and electrical
system, they are designed and developed as SEooC (safety element out of context). To meet the
aforementioned metric requirements, MCUs need to implement corresponding safety
mechanisms. These safety mechanisms can be allocated to both hardware and software modules.

The SafLib for MCUs is the implementation of safety mechanisms allocated to software.

ASILEB ASILC ASILD

Single-point fault metric 290 % 297 % 209 %

ASILB ASIL C ASILD
Latent-fault metric 260 % =80 % 200 %
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6 IhEEHIA FUNCTIONAL DESCRIPTION

6.1 = &4 = Product Feature

Application Layer

* SafLib is a set of serial CDD modules

startup test
only

ECU Abstraction Layer

SafLib(Complex Drivers)

YTM32 Microcontroller

* CorTst, RamTst and FlsTst are AUTOSAR MCAL standard modules, which are specified by AUTOSAR MCAL SWS and SRS.
** FmuTst is only availbe on YTM32B1HAO devices
*** PpuTst is only availbe on YTM32B1MEO devices

-

SafLib R {4ZRHA1EE

SafLib Software Architecture Diagram

> TIEAEZIRFNEME] AUTOSAR A
Can be integrated as a complex driver into AUTOSAR .

> TJEREIJE AUTOSAR BZetgrh, RSEERD

Can be integrated into non-AUTOSAR software architectures.

> BReM: FBE Saflib TTSLHEIE ASIL-D F3K
High Safety: It can achieve up to ASIL-D requirements when paired with SafLib.

> BV RN ZSERUEEHREAEEFHINATER
High scalability: Each module can be configured to meet the application requirements of
different customers.
M2 Saflib BAB SRR, ETAEMN MCU, ERZNAHREER:
The following are the modules included in SafLib. The components used vary slightly
depending on the MCU:

HaeRakn E M e Page 7
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Availability on YTM32 MCU device
Saflib Module Notes
YTM32B1MCO YTM32B1MD1 YTM32B1MEO YTM32B1HAD
1. HAO is a daul-core lockstep CM7 core with ASIL-D support, and
Cortst v Vv Y cannot decouple to run, so no need to run the CorTst .
2. it's developed according the the AUTOSAR MCAL spec.
RamTst v v v v 1t's developed according the the AUTOSAR MCAL spec.
FlsTst v v v v It's developed according the the AUTOSAR MCAL spec.
StiTst i A v > The m.odule '|m.p[e|.ﬂen_ts the software method for stack overflow
detection considering its general usage.
EfmTst v v v v
There is no ECC for FlexCAN MB RAM on YTM32B1MCO and
3
e ks v v v v YTM32B1MD1 devices.
DmaTst v v v v
PouTst v PPU cannot catch the precise bus error address on YTM32B1HAO
p devices due to its CM7 core's cache and instruction pipeline.
IntTst v v
ClkTst v v v v
CrcTst v v v v
WdgTst v v v v
Saflib A#3l%k

SafLib Component List
6.1.1 CORTST

CorTst 72 AUTOSAR #rAE 1 A TR 3z Fl st O Th e M B Rl iR, =& M &% MCU
Core 72 CM33 W%, MBHRZITHEENEZEYLE], #RA CorTst #HA4FEHEXS CPU AERX
BEHER R TRN,

XFFREN (Fralit)
& FFEfTHNE (Falixk)
® TJEE CM33 MIZAIKA KR

CorTst is a basic software module used in the AUTOSAR standard to test the core functions
of microcontrollers. The YunTu M series MCU core is based on CM33 core. Since the hardware
does not have sufficient functional safety mechanisms, CorTst software measures are used to

detect failures in critical internal circuits of the CPU.

® Support for startup testing (front-end testing)
® Supports runtime testing (background testing)

Permanent failure covering the CM33 core

6.1.2 RAMTST

RamTst & AUTOSAR #rER) BSW MCAL FEssMiKtEX &k, ETHRERFAFREE
AR RAM RFER TR BRI .

HaeRakn E M e Page 8
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KB (60%) A (90%) . = (99%) =FENEHEEER

HrRshE (B1aMmi)

XTI (FE i)

A EE YTM32 &% 5 L SRAM R 2 S pE+e Nl 512 W

RamTst is a module related to memory testing for BSW MCAL in the AUTOSAR standard. It

works by using different algorithms to test the physical health of RAM memory cells.

® Achieve three levels of detection coverage requirements: low (60%), medium (90%), and
high (99%).
® Single-point fault detection and diagnosis covering the YTM32 series on-chip SRAM

6.1.3 FLSTST

FIsTst & AUTOSAR R MCAL fRiEs iR AH 48k, R T MIRIEZ I MERNFNEZL.
FisTst S7EMIR flash ARMTE M., MIXERETIHEH R CRC ES5HIF CRC EZEH
CRC LbER,

® TN XFEF T

® IHEEMNN (FTENR)

® TFHZfTRIN (FEM)

® 1% CRC8. CRC16. CRC32 EEiti¥

FIsTst is a module related to MCAL memory testing in the AUTOSAR standard, which
provides algorithms for testing non-volatile memory. FlsTst is designed to test the integrity of
the flash contents.Test results are based on a CRC comparison between the computed CRC value

and an expected CRC value.

Independent testing of each partition

Supports startup testing (foreground testing)

Supports runtime testing (background testing)
Supports CRC8, CRC16, and CRC32 algorithm selection

6.14 STKTST
StkTst(Stack Test)ARERIGM MG, BT EHEAQNX ORI, FHFEHSHHRSG
BT, MmSCIUER T BN,

® I FFH OS AyMERRE A
® HFRHMMK
® HFHEITRIL

MBI E B o Page 9
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® T[EE YTM32 RINZTTH RA RSN 512 M

The StkTst (Stack Test) module detects stack overflows by calculating the checksum of the

stack detection area and comparing it with the expected original value to verify stack integrity.

® Supports stack overflow detection with OS

® Supports startup testing

® Supports runtime testing

® Covers YTM32 series runtime system failure detection and diagnosis

6.1.5 EFMTST

EfmTst AT XF EFM(flash controllen)fRIPTNEEFHTTE R, BRESRIPYIHILN . 5@ BTh
g, S{FEEERT.

o HAIMMiK
® T YTM32 R FLASH fF s MV BBR T RIZRIF TIRE 2 £ HI 0B ERIRRN 5128

EfmTst is used for self-testing of EFM (flash controller) protection functions, including write

protection mechanism detection, command unlock function, and write enable protection.

® Supports startup testing
® (Can cover potential fault detection and diagnosis of the erase and program protection

function safety mechanisms of YTM32 series FLASH memory

6.1.6 ECCTST

EccTst IRt N7F ECC B RS, M A LF =318 4 ECC AUk A&, 45 Flash ECC.
SRAM ECC. #0 CAN SHEZMX RAM ECC, XUEREMIFMERSE YTM32 B& FEFAREHN
ECC SEIA0T] At

® AN
® TJEXE YTM32 £% MCU &EIRE LA FMHES ECC BN ERESIZH

EccTst provides memory ECC self-test services to detect permanent failures in on-chip
memory hardware ECC, including Flash ECC, SRAM ECC, and CAN message buffer RAM ECC.

These different memories have different ECC implementations and availability on YTM32 devices.

® Supports boot testing
® Covers potential fault detection and diagnosis of ECC in various functional safety-related

memory types across the YTM32 series of MCUSs.

MBI E B o Page 10
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6.1.7 DMATST

DmaTst #2524 DMA (E¥RFIAE) Tt BRmALR, fEARE (HFHM SRAM)
MM Z B AFE AT ZE L e XREESHNERR R EH.

® IIHEIHMNK (DMA BEFERENIFER)
& FFETHR (BIERREINEENIK, F 5 M 1/2 DMA &id)
® TIZEE YTM32 R3| DMA R B SR8 51217

The DmaTst module was developed for self-testing of DMA (Direct Memory Access)
functions and serves as an important software security mechanism for the secure transfer of
critical data between memory (flash memory and SRAM) and peripherals or between memory

locations.

® Supports startup testing (self-testing of the DMA channel error detection mechanism)
® Supports runtime testing (data transfer functionality testing, requiring 1/2 DMA channel)

® Covers single-point fault detection and diagnosis for the YTM32 series DMA modules

6.1.8 PPUTST

PpuTst HEHE AR B HERNIRRE PPU R AIRIPEES], PPU (SMERIFETT) 15
BRATRIPEXNAFRE I, ST RIFKREEE T T AR EIME.

® i
® T YTM32 &%l PPU B HE 16 512 B

The PpuTst module is a software security measure that tests the protection capabilities of
the hardware PPU module. The PPU (Peripheral Protection Unit) module is used to protect

defined memory-mapped addresses. It protects critical configuration registers from accidental

modification.

® Supports startup testing

® Covers potential fault detection and diagnosis of YTM32 series PPU modules

6.1.9 INTTST
IntTst AT INTM  (FRBTISRLES) 48tk INTM BT SR80 22 X EHIME IRQ &
WrZEIR#BAT ( interrupt latency timeout ) #f&.
® T HIERE 4 NIMEFBTH SR
o THEIBFIMIK
® OB YTM32 A% INTM HERE 7 # SN 512 8
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IntTst is used to test the INTM (interrupt monitor) module, which monitors and detects faults

related to safety-critical peripheral IRQ interrupt latency timeouts.

® Supports monitoring of up to four peripheral interrupts
® Supports startup testing

Covers potential fault detection and diagnosis of YTM32 series INTM modules

6.1.10 CLKTST

ClkTst TN CMU (RH§hisiz&T) hEERREE. CMU ATAEN RS MIMEER T
BN &S X/ENMRE, SERBNMNRIIESL. SENHHRTHE LFRE i
ShEYSRE 5

® IHEMMWI
® OJEE YTM32 % CMU HEERAY BTSRRI 512 i

ClkTst is used to detect whether the CMU (clock monitoring unit) is functioning normally.
The CMU monitors various reference/functional clock anomalies required for the operation of

the system and peripheral modules, including clock loss of the calibration clock, clock loss of the

reference clock, and frequency deviation of the calibration clock.

® Supports startup testing

® Covers potential fault detection and diagnosis of YTM32 series CMU modules

6.1.11 CRCTST

CrcTst AT CRC/PCRC #=EREIINRE, MUEANFHEREETEMNRE.

o IIEEIMMIK (CRCIIEEEH)
o FHNZTNR (JMR/ECBS i —EMHaM)
® TEZ YTM32 &%l CRC &SR & N 52T

CrcTst is used to test the functionality of the CRC/PCRC module and check the integrity of

the register configuration.

® Supports startup testing (CRC self-test)
® Supports runtime testing (peripheral/configuration register data consistency check)

® Covers latent fault detection and diagnosis of the YTM32 series CRC module

6.1.12 WDGTST

YTM32 & & B/ E
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WDG (NEBEIIE) E—MrAEMN 16/32 B RENSE, XEFEOER, RLRRL
CPU #&ilr

EWDG (MERETA) 22— 8 (B IAENSS, o IUFER SR AE CPU b=
EXBEMANGES, BMERNIB CPURIE (getstuck) , BTtk ECU REE AL 5%
FIESENRGER LR BRMEARERLTEEER,
XFFAEIERFINBEITIIWIHINEE

T Fr BN

B E YTM32 RINNIBEIRMINBE RN BENERE SIS

There are two types of devices on the YTM32

. WDG (internal watchdog) is a standard 16/32-bit watchdog timer that supports window

mode and only monitors the internal CPU core.

EWDG (External Watchdog) is an 8-bit watchdog timer that can simultaneously monitor
the internal CPU core and external safety-critical input signals. Even if the internal CPU
becomes stuck, it can trigger an ECU system reset or output control signals as system-level
safety measures to the system-level safety manager.

Supports both internal and external watchdog functions

Supports startup testing

Can cover potential fault detection and diagnosis for both the internal and external
watchdogs of the YTM32 series

6.1.13 FMUTST

FMU B8R &P IEMAIEERAARIR, (X Hx RFIH, FmuTst R T4 FMU If)

REGLER, UHRERSTENATREBIEREZIEEM.

X HF FMU a8 9 0iE e RIP TIse e

X HF FMU BE BRZASHEE NI

X FF FMU Alarm Thse%iE

S FMU NMI ThBE3EIE

X #F FMU SR 5 S TheERIE

X #F FMU SMEEIRE S WA TIRRRIE

SEE =Nl

A[EE YTM32H &%l FMU R B S 4N 512 B

FMU is a module that centrally collects and processes errors on the chip, and is only

supported by the Hx series. The FmuTst module is used to verify the functionality of the FMU to

ensure it operates properly in subsequent safety applications.
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Supports detection of FMU register lock and access protection functionality

Supports FMU configuration state fault injection testing

Supports verification of FMU alarm functionality

Supports verification of FMU NMI functionality

Supports verification of FMU error signal output functionality
Supports verification of FMU external error signal input functionality

Supports startup testing

Can cover potential fault detection and diagnosis for FMU modules in the YTM32H series

6.2 =i YCT BB B T B /48 Introduction to the YCT Configuration Tool
=i YCT 2— Rz BMN—WRARTETE, XHF=EEN MCU ~=RERENTRM
(SDK/MCAL/SafLib) FeE. REBBFNAIRIMAR. RAFA. XHTFEH. UDSIUKR OTASE
Ih&E,

YunTu YCT is a one-stop user interaction platform developed by YunTu that supports
software (SDK/MCAL/SafLib) configuration, code and application engineer generation,
application development, file download, UDS, OTA, and other functions for YunTu's automotive -

grade MCU products.

New Project Existing Projects Manage Software Installations

Open Existing Projects

UDS Flash BootLoader Build/Config Secure FW

ggggggggggg

Zi%& (YCT Yun Config Tool) Ul 5@
YCT Configuration Tool Ul Interface

6.3 HIMALHEE T E/4E Introduce to the ZC.MuNiu Configuration Tool

MMARLGEE TEETHENN ARTOP RMAX, IFEHMEY AUTOSAR R21-11 #RER &
MiERHERETE, RHE2ER BSW BREM RTE £ZTh8E. BREIAIM AUTOSAR AR BSW.
2 ZXUKx). SafetyFrame. CryptolLibrary SR~ RERXRAZEETR., ZHER BULR
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FROME, SFERFYRRIT, ECU INEEMEMAHRE, SN NRBEEHIREE KF—
RIMWTEEHS, RET ELSLERB N, FEUEA ECU K ARENER, TTINE
Vector, EBETRAXXEEFEMA.

The ZC.MuNiu Configuration Tool is developed based on the latest ARTOP architecture and
supports the latest AUTOSAR R21-11 standard as a basic software configuration tool, providing
comprehensive BSW configuration and RTE generation functions. Currently, ZC's AUTOSAR-
standard BSW, complex drivers, SafetyFrame, CryptoLibrary, and other basic software products
all utilize this configuration tool. This solution is compatible with industry-standard specifications,
including system functional design, ECU functional mapping, component configuration, and
automatic code generation for runtime environments, providing a proven foundation for
developing reusable ECU application software. It can be used in conjunction with tools such as
Vector and EB.

ic Designer - KIWAS BSTEVS.1.0 YTM32B1H - o x
3

B [ @S sasic Editor

[ Properties * 5 B R3E¥E AUTOSAR Validation
Configure Filters.

MMARGERETR UI FE
ZC.MuNiu Configuration Tool Ul Interface
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7 IFENFY PROCESS DOCUMENTATION

FRRE

Development

Process

XAk

Document Description

IR RO

Software
Requirement

Analysis

B EMEIET
Software

Architecture

Design

B AR R A
BoTigit
Detailed

Software Design

and Unit Design

Ly QLT
Software Unit

Testing

LGS JDEE I w)l]
K

Software
Integration and
Integration
Testing

BRI
Software System
Testing

¥ L3

Baenasn R EEME Gas

AT R

Software Requirements Analysis

AR IR B

Software Architecture Specification
BERREIDIT (DFA)

Software Dependent Failure Analysis Document
BRI RSUER L 24Xt (DFMEA)
Software Design Failure Mode and Effects Analysis
Document

SafLib =& Fft
SafLib SW Safety Manual

BRI AP

Software Detailed Design Document

BITXE QAC 4Tk &
Unit Test QAC Analysis Report
Tessy MRS

Tessy Test Report

F RFH} pdf

User Manual (PDF)
SRR E
Integration Test Report
RIED RS

Resource Analysis Report

K& SafetyLibrary Be B TEFHIES
MuNiu.SafetyLibrary Configuration Tool User Guide

AR &

Software Test Report
R
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FRRE D& =

Development Document Description

Process

Release Release Documentation
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8.1 ThEE &£ L P Functional Safety Certificate

=

Certificate

(2)  Number of Certificate: ZPIC053/24

(3) Product: YTM32B1MCOx series up to ASIL B as an SEooC

(4) Company: Jiangsu Yuntu Microelectronics Co., Ltd. ; |
zm 0

(5) Address: Room 808, Floor 8, Building A10, No.777 Jianzhu West Rn

Binhu District, Wuxi, Jiangsu Province, China

Production facility: the responsibility of the it
this certificate ;

(6) The design and of this p

the schedule to this certificate.

(7)  The certification body of oi:m\’?
been found to comply with the essential
8. The examination and test
FSARZiOGZOZ‘_YTMICB

(8)  The requirements are ass|

(9) This certificate only relates to the design,
with the “standard
process and supply of this equipment. ma/se
(10) This certificate is valid until 2029-10-01

DEKRA Testing and Certification GmbH
Stuttgart, 2024-10-02

B —

Managing Director

Page 1 of 2 of ZPIC053/24
This certificate may onfy be published in its entirety and without any change.
DEKRA : 15, 70565 Stuttgart, Germany
Body: Dinnendahistraie 9,

Cerification Body: , 44809 Bochum, Gemmany
Telephone +49.234.3696-400, Fax +49.234.3696-110, DTC-Certification-Body@dekra.com

YTM32B1MCx ASIL-B iE$
YTM32B1MCx ASIL-B Certificate
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Certificate

Number of Certificate: ZPIC011/23 N1 replaces ZP/C011/23

Product: YTM32B1MEO5GOMLQT, YTM32B1MEOSGOMLLT,
YTM32B1MEOSGOMLHT, YTM32B1MEOSGOMLHIT,
YTM32B1MD14GOMLLT, YTM32B1MD14GOMLHT
and YTM32B1MD14GOMLHIT up to ASIL B as a SEocoC

Company: Yuntu Mi Co., Ltd.

Address: North Building, Tiandu Commercial Plaza,
No.211, Changjiang Road, High-tech Zone,
Suzhou, Jiangsu, China

The design and ion of this p
the schedule to this certificate. Z
The certification body of DEKRA Tesmggfp/
been found to comply with the essential requir

8. The examination and test

1SO 26262:2:2018
1SO 26262-8:2018
This certificate only relates to the desi
accordance with the menti 2
process and supply of this equipment

This certificate is valid until 2028-07-20

DEKRA Testing and Certification GmbH
Stuttgart, 2023-07-21

B~

Managing Director

Page 1 of 2 of ZPICO1R23 N1
This certificate may oniy be published in its entirety and without any change.
DEKRA Testing and Certification GmbH, Handwerkstraie 15, 70565 Stutigart
Zertifizierungsstelle: Dinnendahistratie 9, 44809 Bochum
Telefon +49.234.3696-400, Fax +49.234.3606-401, DTC-Certification-body@dekra.com

YTM32B1MEOx/MD1x ASIL-B iE$
YTM32B1MEOx/MD1x ASIL-B Certificate
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a E 0 M B B Easy to know Easy to do

| | ||
(2)  Number of Certificate: ZPIC022/24
(3)  Product: YTM32B1HAOx series up to ASIL D as an SEooC
(4) Company: Jiangsu Yuntu Microelectronics Co., Ltd.
)=

(5) Address: Room 808, Floor 8, Building A10, No.777 Jianzhu West.

Binhu District, Wuxi, Jiangsu Province, PR China

Production facility: Series production in accordance with l!é (\
is the responsibility of the certificate holder anc / i I
this certificate ) Z |
/ 1)

(6) The design and construction of th /| v‘c

specified in the schedule to this ce

(7)  The certification body of DEKR;
have been found to comply Sy g
referred in section 8. The d ] - a ! 8 4,4, ‘l‘"':\\‘
assessment report FSAR1 MICRO s il

T
1
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! ’,':,, i}
911 i

e
e
1
M

)

@) ,‘\:‘\..\
fi
I

T

...
SR
R

.§

N
o

(9)

oy
=

the mentioned
manufacturing process and supply
certificate.
(10) This certificate is valid until 2029-05-20

DEKRA Testing and Certification GmbH
Stuttgart, 2024-05-21

CB ~

Managing Director

Page 1 of 2 of ZPICO22/24
This certificate may only be published in its entirety and without any change.
DEKRA Testing and Certification GmbH, HandwerkstraBe 15, 70565 Stuttgart, Germany
: Dinnendahistrae 9, 44809 Bochum, Gemmany
Telephone +49,234.3696-400, Fax +49.234.3696-110, DTC-Certification-Body@dekra.com

YTM32B1HAOx ASIL-D iEH
YTM32B1HAOx ASIL-D Certificate

HaeRakn E M e Page 20



%% S MBS 5 HE M

X0 A T B Easy to know Easy to do
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]
(2)  Number of Certificate: ZPI/C036/25 |

/
(3) Product: SafLib as an SEooC in applications up to ASIL D
(4) Company: gsu Yuntu Microel Co., Ltd.

=k

(5) Address: Room 808, Floor 8, Building A10, No.777 Jianzhu Wi

Road, Binhu District, Wuxi, Jiangsu Province, PR

Production facility: Series production in accordance with ISO 26262;2018 p:
is the responsibility of the certif
this certificate Z

(6) The design and ion of this p
the schedule to this certificate.

(7)  The certification body of DEKRA Testing
been found to comply with the essential re e
8. The examination -and test results are re
“FSAR_19092024_V1_YTMicro_SafLib”.

(8)  The requirements are assured by

Development: ISO 26262:201
Production: N/A

(9) This certificate only relates to the design; exam
with the mentioned standard(s)
process and supply of this equipment. These are
(10) This certificate is valid until 2030-08-04

DEKRA Testing and Certification GmbH
Stuttgart, 2025-08-05

o

Managing Director

Page 1 of 5 of ZPIC036/25
This certificate may orly be published in s entirety and without any change.
DEKRA Testing and Cert 15, 70565 . Germany

Ceification Body: Dinnendahistrae 9, 44809 Bochum, Germany
Telephone +49.234.3606-400, Fax +49.234.3696-110, DTC-Certification-Body@dekra.com

YT SafLib ASIL-D i
YT SafLib ASIL-D Certificate

B A EBRAE I E SRR A T

To Be the Global Leading Automotive Basic Software Company
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